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1.1 Introduction

This document is aimed for system administrators who would like to know how to get started
with StoneFly DR365V-HA Appliance. It describes initial steps for launching the appliance.

The StoneFly DR365-HA combines high availability with backup and disaster recovery to ensure
hyper-availability for enterprise mission-critical workloads. Leverage StoneFly’s battle-tested
technology and consolidate all of your server and backup systems into one easy to manage,
simple-to-use and highly available appliance.

This guide gives an overview of the product, rack mounting instructions and initial installation
procedure. Information for using the features of the StoneFusion software is found in the Storage
Concentrator User Guide on the included CD.

StoneFly Resource Library:

https://stonefly.com/resources

The StoneFly SCVM™ Webpage:

https://stonefly.com/hyper-converged/scvm-virtual-storage-appliance

Veeam Backup & Replication User Guide for VMware:

https://helpcenter.veeam.com/docs/backup/vsphere/overview.html?ver=95u4

Each StoneFly DR365V-HA comes preconfigured with VMware vSphere on each cluster node, a
StoneFly SCVM™ Virtual Storage Controller on each cluster node, and Veeam’s Backup Engine
running on a second VM. Additional Virtual Machines can be installed on the DR365V-HA as
needed as long as adequate processing cores and system memory are available to support those
VMs. Contact your StoneFly sales representative for details.

StoneFly DR365V-HA is made of three or more parts: Two Hyperconverged StoneFly
Storage Concentrator (SC) appliances and one or more StoneFly HA RAID Storage
Expansion Arrays.

StoneFly DR365V-HA supports the following SC cluster appliances:

e Dual 1U Storage Concentrator Cluster, Quad 12Gb SAS Connection
e Dual 2U Storage Concentrator Cluster, Quad 12Gb SAS Connection
e Dual 1U Storage Concentrator Cluster, Quad 16Gb FC Connection
e Dual 2U Storage Concentrator Cluster, Quad 16Gb FC Connection

DR365V-HA 1U Storage Concentrator (with bezel)
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The StoneFly DR365V-HA can be configured with the following StoneFly HA RAID
Storage Expansion Arrays:

12-bay / 2U 12Gb SAS HA RAID Storage Expansion Array (12 x 3.5 SAS drives)
16-bay / 3U 12Gb SAS HA RAID Storage Expansion Array (16 x 3.5 SAS drives)
24-bay / 4U 12Gb SAS HA RAID Storage Expansion Array (24 x 3.5” SAS drives)
24-bay / 2U 12Gb SAS HA RAID Storage Expansion Array (24 x 2.5” SAS drives)

12-bay / 2U 16Gb FC HA RAID Storage Expansion Array (12 x 3.5 SAS drives)
16-bay / 3U 16Gb FC HA RAID Storage Expansion Array (16 x 3.5 SAS drives)
24-bay / 4U 16Gb FC HA RAID Storage Expansion Array (24 x 3.5” SAS drives)
24-bay / 2U 16Gb FC HA RAID Storage Expansion Array (24 x 2.5” SAS drives)

StoneFly HA RAID Storage Expansion Arrays can be connected to the following StoneFly
HA Expansion Units:

12-bay / 2U 12Gb SAS HA Expansion Unit (12 x 3.5” SAS drives)

16-bay / 3U 12Gb SAS HA Expansion Unit (16 x 3.5” SAS drives)

24-bay / 2U 12Gb SAS HA Expansion Unit (24 x 2.5” SAS drives)

60-bay / 4U 12Gb SAS HA Expansion Unit (60 x 3.5 SAS drives — one drawer)
60-bay / 4U 12Gb SAS HA Expansion Unit (60 x 3.5 SAS drives — two drawers)

24-bay / 4U 12Gb SAS HA RAID Storage Expansion Array

V8.0.3x © StoneFly Inc. | All rights reserved Page 6
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1.1.1 Icons

{-__-_:! ,-J‘ Note Special instructions or information

A Warning Risk of system damage or a loss of data

1.1.2 System diagram and description
The figure below is a network interconnection diagram for the StoneFly DR365V-HA appliance.

It consists of two StoneFly hyperconverged Storage Concentrator (SC) cluster nodes. The
diagram also includes shared a StoneFly HA RAID Storage Expansion Array with dual active-

ml Azure
HHE Cloud

Cloud Connection

active hardware RAID controllers with failover and failback.

4

Veeam Backup Storage RN Storage Veeam Backup
& Replication Controller M m m Controller VM & Replication
{SCWM) {sCvm)
A &
| VM 170 VM 1/0 |
Pass-Through

Pass-Through
Hypervisor |

Hypervisor

Failover + Falback

StoneFly DR365V-HA Network Interconnection
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1.1.3 Product Registration

To initiate StoneFly customer service for your product, you must first register the appliance.
Send us an email with the following information:

Model Number:

Serial Numbers: Your appliance serial numbers start with D500 and are located on the rear of
each chassis.

1.1.4 Contacting StoneFly for Help

Please have the following information available when contacting StoneFly technical support for
assistance:

Model Number:

Serial Number(s): D500

Software Version:

Initiators:

Storage:

To contact StoneFly call 510.265.1616 (Select support from the menu). Our technical support is
available 24 hours a day and 7 days a week. You can also contact us via email at
support@stonefly.com

V8.0.3x © StoneFly Inc. | All rights reserved Page 8
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2.1 Mounting the Equipment

The DR365V-HA appliance is comprised of at least two StoneFly hyperconverged SCs and one
HA RAID Storage Expansion Array. Depending on which model you purchased, the
interconnects between the SCs and the HA RAID Storage Expansion Array will be either SAS or
FC. The SAS cables connecting the SCs with the HA RAID Storage Expansion Arrays and
optional HA Expansion Units are short. When mounting the units, you should make sure that the
units are rack mounted close to each other.

The following installation process describes how you can mount two 1U SC appliances and a
standard 2U HA RAID Storage Expansion Array.

To ensure proper installation and functionality of the StoneFly appliance, please observe the
following warnings:

e Wear an anti-static wristband before and during the installation procedure.

e [tis recommended to plug the system into two different power sources (eg. into a power
outlet and another into a UPS).

e Ensure the rack which the enclosure will be mounted onto has proper grounding and
over-current protection.

e Do not obstruct ventilation openings; provide 20cm of free space at the front and back of
the enclosure for air circulation; keep the ambient temperature below 35 degrees Celsius.

2.1.1 1U Storage Concentrator Rack Installation Instructions

This section provides information on installing the 1U Hyperconverged Storage Concentrator
appliance(s) into a rack or cabinet with the rails provided. There are a variety of rack/cabinet
units on the market, which may mean that the assembly procedure will differ slightly. You
should also refer to the installation instructions that came with the rack unit you are using.

NOTE: This rail will fit a rack/cabinet between 25.6" and 33" deep.

Identifying the Sections of the Rack Rails

The StoneFly appliance chassis package includes two sets of rack rails, one set for the right side
of the chassis and one for the left. Each set consists of an inner rail that is pre-attached to the
chassis, an outer rail that attaches to the rack, and a middle rail that slides forward in the outer
rail.
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Inmer Rail—
pre-attached to
the chassis

Middle Rail (not 5}'0\!111}:_)_.‘_#_____——*'

slides forward from the Outer Rail

outsr rail Front and Rear
Brackets

Identifying the Sections of the Rack Rails

Installing the Outer Rails onto the Rack

Each end of the assembled outer rail includes a bracket with square pegs to fit into your rack
holes. If you have an older rack with round holes, these brackets must be removed, and you must
use screws to secure the rail to the rack.

Outer Rail Installation

1. Align the square pegs on the front end of the rail with the square holes on the front of the
rack (C). Push the rail into the rack until the quick release bracket snaps into place,
securing the rail to the rack. Keep the rail horizontal.

2. Adjust the rail to reach just past the full depth of your rack.

3. Align the square pegs on the rear end of the rail to the holes on the rack (D) and push the
rail into the rack until the quick release bracket snaps into place, securing the rail to the

rack.

V8.0.3x © StoneFly Inc. | All rights reserved Page 11
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Installing the Outer Rails to the Rack

Note: The figure above is for illustrative purposes only. Always install servers at the bottom of
the rack first.

Stability Hazard: The rack stabilizing mechanism must be in place,
A or the rack must be bolted to the floor before you slide the unit out for
servicing. Failure to stabilize the rack can cause the rack to tip over.

Installing the Chassis into a Rack
Once rails are attached to the chassis and the rack, you can install the server.

1. Pull the middle rail out of the front of the outer rail and make sure that the ball bearing
shuttle is locked at the front of the middle rail.

2. Align the rear of the chassis rails with the middle rails and then push evenly on both sides
of the chassis until it clicks into the fully extended position.

3. Depress the locking tabs on both sides of the chassis and push the chassis fully into the
rack. The locking tabs should "click".

1. Thumb screws may be used to secure the front of the chassis to the rack.
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Installing the Chassis into a Rack

Note: Keep the ball bearing shuttle locked at the front of the middle rail during installation.

Note: Figure is for illustrative purposes only. Always install servers to the bottom of a rack first.

Removing the Chassis from the Rack

Caution! It is dangerous for a single person to off-load the heavy chassis from the rack without
assistance. Be sure to have sufficient assistance supporting the chassis when removing it from
the rack. Use a lift.

If necessary, loosen the thumb screws on the front of the chassis that hold it in the rack.
Pull the chassis forward out the front of the rack until it stops.

Press the release latches on each of the inner rails downward simultaneously and continue to pull

the chassis forward and out of the rack.
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Duter Rall
Latch

Removing the Chassis from the Rack
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2.1.2

HA RAID Storage Expansion Array / HA Expansion Unit Rack

Installation Instructions

Rack Ear Mount Kit

The following table shows all accessories that came with the rack ear mount kit.

Kit Contents
Item Description Quantity
01 Mounting bracket assembly, left-side 1
02 Mounting bracket assembly, right-side 1
03 Hexagon washer screws #6-32Zmm 8
04 Truss head screws M5 x 9.0mm 4
05 M5 cage nuts 4
06 M5 x 25mm 4
o7 M6 x 25mm 4
08 #10-32 x 25.4mm 4

V8.0.3x
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Installation Procedure
The installation begins with determining the installation position and M5 cage nut (9) insertion
locations.

Front rack posts

Unit boundary «—- el e

3/4U, M5 cage nut position

?D — E g
1U &I:I][:: 2U, M5 cage nut position

Unit boundary «. .| SH]

Rear rack posts

3uU ED

1u | *0 (04 M5 x 9.0mm

Install the fixed rack ear mount to the rear posts and secure them using truss head screws (4).
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With the assistance of another person holding the enclosure at the installation height, the other
person can place four M5 x 25mm (6) at the front of the enclosure and eight #6-32 screws (3),
four on each side, to secure the enclosure into the rack.

Front rack post
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Slide Rail Kit

The following table shows all accessories that came with the slide rail kit.

Kit Contents
Item Description Quantity
01 Mounting bracket assembly, left-side 1
02 Mounting bracket assembly, right-side 1
03 Inner glides 2
04 Flathead screws #6-32 L4 6
05 Truss head screws M5 x9.0mm 8
06 M5 cage nuts 4
o7 M5 x 25mm 4
08 M6 x 25mm 4
09 #10-32 x 25.4mm 4

V8.0.3x
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The installation begins with determining the installation position (front and rear rack positions)
and M5 cage nut (5) insertion location.

Front rack posts

Unit boundary «--
10
3U [ 2
K
4]
2U | s[Jpw—>
s
Lp—E
1u || 0]
Unit boundary «.. +g|:| ______

v

3/4U, M5 cage nut position

2U, M5 cage nut position

Rear rack posts

3U [
2V | s[d

ulo "~ (05) M5 x 9.0mm
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Adjust the length by loosening the four screws on the slide rail. Secure the slide rails to front and
rear posts using truss head screws. Tighten the four screws on the slide to fix the length.

e -
[-X-X-1:K:%-]

05) M5 x Q.Gr%m
b ¥
o

11 | M5 % 8 omm
b

With the assistance of another person, lift and insert the enclosure onto the slide rail. Make sure
the inner glides on both sides of the enclosure meets the inner glide rail. Secure the enclosure
with M5 or M6 screws from the front.
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2.2 Safety Reminders

If you must relocate the enclosure after installation

Cease all input / output transactions, shut down the system, disconnect all the cables
(please refer to the User Manual for details).

Empty all drive bays (hard drives + hard drive trays) and transport them separately in safe
packaging.

Modules came installed within the enclosure need not be removed.

Follow the instructions provided in the StoneFly Getting Started Guide.

When the system is in operation

Module and drive bays must not be empty! They must have a dummy cover / plate in
place to stabilized internal airflow!

Should a module fail, leave it in its place until you have the replacement item on-hand to
take its place.

Allow at least 18~20cm of clearance space at the rear of the enclosure for ventilation.
Avoid touching the PCB and gold-finger connections.

V8.0.3x
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3.1 Cabling the Equipment

The following description shows the steps for two Storage Concentrators, and one HA RAID
Storage Expansion Array. Please make sure that you’ve securely mounted the appliances in the
rack/cabinet before beginning the cabling. It’s also important to note that the power is connected
AFTER all of the data/network connections have been made.

=0, Spanning Tree Protocol (STP) must be disabled on your network switch when using
bonded data ports on the StoneFly DR365V-HA appliance.

Note: Follow the labels for each port as marked on your appliance(s).

SAS Interconnects — Standard Configuration

Connect the two included Mini-SAS HD cables between each SC and the HA RAID Storage
Expansion Array, as shown below:

V8.0.3x © StoneFly Inc. | All rights reserved Page 23
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SAS Interconnects - Multipath Connections (Optional Upgrade)

If you have purchased the optional StoneFly Multipathing Kit, then you will be able to connect
each SC to both RAID controllers on the HA RAID Storage Expansion Array.

The four Mini-SAS HD cables will be connected between each SC and the HA RAID Storage
Expansion Array, as shown below (optional multipathing configuration):

§ e

=
A

ol (ANEEEEEERN
AN ENEEEE

V8.0.3x © StoneFly Inc. | All rights reserved Page 24




DR365V-HA Setup Guide

Cabling Connections & Power Up

Network Connections

Connect SFP+ cables to the data ports on each SC, and Ethernet cables to each of the
Management ports (MGMT) on all three units as shown below. For best practices, split the
connections between at least two switches for each type of port.

Connect the management
network ports to a switch

Connect the SFP+ ports to your data switches

® SNESNENERS
I IENENEEEN
. ' s

e IR

Connect the management network
ports to a switch

V8.0.3x
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Power Connections
Note: Make sure to make all the connections for both SCs as described above before connecting

the power cords to the system.

mENEEEEEEESN
N ENENEEEE
z - iz

Connect power cord
Connect power cord

Connect power cord

Once you’ve made all the connections and made sure that there are no loose cords, press the

power button to turn on the system.
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4.1 HA RAID Storage Expansion Array IP Address
Configuration

You can configure the IP address for the HA RAID Storage Expansion Array via either the Serial
port or Ethernet port on the rear of the unit.

Serial port: A Y-cable is provided in the package. (NOTE: null modem may be required if you
are using a third-party cable).

The serial port’s defaults are:

Baud Rate 38400
Data Bit 8

Parity None
Stop Bit 1

Flow Control Hardware

For TCP/IP connection and firewall configuration with a management station running the storage
array’s web interface, please refer to storage array web interface online help or User’s Manual.
If your network environment is not running DHCP server protocols, a default IP address of
<10.10.1.1> can be used to access the unit for the first time.

Use the Ethernet management port for management purposes only, i.e., storage array web
interface or telnet console. This Ethernet management port is not used for I/O transactions.

Management network ports are boxed in red, serial ports are boxed in blue. This is an example
controller, controllers do vary from configuration to configuration.

V8.0.3x © StoneFly Inc. | All rights reserved Page 28
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Software Configuration

4.1.1

When setting up via the serial port, enter the settings as shown below:

Serial port setup

PuTTY Configuration

Cateqgany:

[=- Session Basic options for your PUTTY session
L.ogg\ng Specify the destination you want to connect ko

[=- Teminal -

Serial line Speed

Keyboard
Bel [cam7 |[384m0 |
Features Connection type:

= Window ORaw  OTelnet ORlogn OS5H @
Appearance
BDD . Load, save or delete a stored session

ehaviour
Translation Saved Sessions
Selection | |
Colours :
Default Settings

[=- Connection @]
Data Save
o [s2e |
FRilogin

SSH
Serial Claze window on egit:
O dways O Mever (&) Only on clean exit
|

PuTTY Configuration

Category:

[=- Session
Logging

[=- Teminal
Keyboard
Bel
Features

(= Window
Appearance
Behaviour
Translation
Selection
Colours

[=)- Connection
Ciata
Prow=y
Telnet
Rilogin

SSH

Serial

Options controlling local zerial lines
Select a zenial line

Serial line to connect to OmM7
Configure the zerial line
Speed [baud) 2400
Diata bits

Stop bits

— Ly [w]

Parity Mone

Flow control

Open ] [ LCancel

© StoneFly Inc. | All rights reserved
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£ COMT - PuTiTY,

ESC:View MNext Message Ctrl4+CiClear All Ewvents Ctrl+L:Refresh Screen

Hit ESC to view next screen.

" COM7 - PuTTY
ed Sep 12 23:35:04 2018

CEM: ++++

Arrow Keys:Move Cursor + & —:Rate

Range Enter:Main Menu Ctrl+L:Refresh 3creen

Cache Status: Clean

Select PC Graphic (ANSI Mode) then hit enter.

V8.0.3x © StoneFly Inc.
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A COMT - PuTTY

Wed Sep 12 23:36:53 2018 Cache Status: Clean fad

CEM: 444+

Arrow Keys:Mowve Cursor Enter:Select Esc:Exit Ctrl+L:Refresh Screen e

Select view and edit Configuration parameters then hit enter.

Wed Sep 12 23:39:31 2018 Cache Status: Clean R

Arrow Eeys:Mowve Cursor Enter:Select Esc:Exit Ctrl+L:Refresh Screen v

Select Communication Parameters and hit enter.

V8.0.3x © StoneFly Inc.
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COMT - PuTTY B3
Med Sep 12 23:40:51 2018 024 Cache Status: Clean R

lLrrow Eevys:Move Cursor Enter:3elect Esc:Exit Ctrl+L:Refresh Screen v

Select Internet Protocol (TCP/IP) and hit enter.

COM7 - PuTTY
Wed Sep 12 23:41:09 Z01S Cache 3tatus: Clean -~

DHCE
] DHCP Client
lan0[] MACAddr 00:D0:23:09:91:96 - 100.100.100.40 (DHCP)

e Internet PFrotocol (TCP/IF) 2
t

D2 r £

[Arrow Keys:Move Cursor Enter:Select Esc:Exit Ctrl+Ll:Refresh Screen S

Select lan0 and hit enter, then select static and enter the IP address as needed.

V8.0.3x © StoneFly Inc.
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Software Configuration

4.1.2

Web GUI IP Address setup
When setting up via the Ethernet port/web GUI, follow the instructions as shown below:

The default Password is blank. Just click on the Login button.

Swirnn RN Lauags Al (G Dain Fednad
05 1024 0
TP — A0 durvonn miorn e,
D
;tmlr& Medst: D5 1024PERZ Seatu QG‘:D‘J
Eerties ¥ Addreas: 100.100.502.12 Recent Events: Mo Bverd
Sarvice i 8015702 (Daba196]
Cantreilar 19: BTN (001 08)

- Pirmairs Versien:  BEILDD

’Clr-ull

Total Capacky: 637.53 GB

Uit Sprac 0 WD %)

Sl S EXTEROS (1008

st CAMEEStE
PUNE boews the s byt i AL 1S O T 1 i B
et devce

oy b
B i i e

) e
W fhw el szie mbormabon.

% Svriam Bedngs
L g i g e

= Exenilog
& et 2prhee st i et g

%- Byibem Mainsrianis

Vot T

el Qi

Click on System Settings.

5100 Contrabar e 301 B 107 | P50 00 Ugtrrea. 00534 27

V8.0.3x
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Feape IR IR LR ]

Select Communication.

Select Management Port then click on the Configure button.
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Cenfigure IF Address
Heinct e bae o' fue 1P

10,10 63,1300
L52SE2ED
10110 63 1

e

Select Static then enter your network information. Click OK when completed.
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4.2 Configuring IPMI KVM

The Intelligent Platform Management Interface (IPMI) KVM configuration allows for Remote
Management and Power Control of the StoneFly DR365V-HA system. This configuration is
optional to perform, but recommended. These steps must be performed on both SC.

To configure the IPMI module, connect a Keyboard and Monitor to the System. Power on the
system and press the “Del” key to enter the BIOS setup.

“u Redirection Viewer[10.10.63.83] 18 fps =3

Video Keyhoard Mouse Media Help

BIDS SETUP UTILITY

Security Boot

Advanced Settings

» Boot Features
» Processor & Clock Options

IPHI configuration
including server
monitoring and
event log.

» Advanced Chipset Control

» IDE/SATA Configuration

» PCI/PnP Configuration

» SuperI0 Configuration

» Remote Access Configuration
» Hardware Health Configuration
» ACPI Configuration

» Event Log Configuration - Select Screen

T Select Item
Enter Go to Sub Screen
F1 General Help
F10  Save and Exit
ESC  Exit

v02.68 (C)Copyright 1985-2009. American Megatrends. Inc.

Keyhoard, Video and Mouse redirection

On the BIOS screen, navigate to the Advanced tab and select IPMI Configuration. The IPMI
configuration screen will be displayed.

“a Redirection Yiewer[10.10.63.83] 18 fps

Video Keyhoard Mouse Media Help

BIOS SETUP UTILITY

IPHI Configuration InPut for Set LAN
Configuration command.

Status 0f BMC Working See IPMI 1.5 Spec.

IPMI Firmware Revision 1.38 table 19.1

» Uiew BHC System Event Log NOTE: -

Clear BHMC System Event Log Each question in
this group may take

IPMI MMI Function [Disabled] considerable amount of
time.

L Select Screen

1 Select Iten
Enter Go to Sub Screen
F1 General Help
F10  Save and Exit
ESC  Exit

v02.68 (C)Copuright 1985-2009. fAmerican Megatrends, Imc.

Keyhoard, Video and Mouse redirection

Select LAN Configuration. The network settings will be displayed.
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“a Redirection Yiewer[10.10.63.83] 19 fps

Video HKeyhoard Mouse Media Help

BIOS SETUP UTILITY

IP Address Source [Staticl

IKeybuard, Video and Mouse redirection ‘l

Adjust the following as needed:
1. TP Address Source  Choose “Static”
2. IP Address Must be on the same subnet as DR365V-HA’s Management port
3. IP Subnet Mask Same as DR365V-HA’s Management port
4. Default Gateway Same as DR365V-HA’s Management port
5. Update LAN Settings Yes

“4 Redirection Yiewer[10.10.63.83] 20 fps

Video HKeyboard Mouse Media Help

BIOS SETUP UTILITY

Save Changes and Exit

|Keyboard, Video and Mouse redirection

Press the ESC key to exit. Navigate to the Exit tab and select Save Changes and Exit.

Note: The system will require power to be removed before IPMI IP Address will take effect.
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Start a browser and navigate to the configured IP address.

110, 63 8 3 pageflogin.tmi - Windows Internet Explorer

'g- 4= B 10106263 % B[ Bls
Bl [t e Fgeortes  Dock  Heo
W Favorites | og @] Gnats
IR L T ——— e @ sczn R, ® - B2 U g v Bagee Gefetys Tooss e %
Please Login
Flease g N 10 acoess the device,

usermame |

Password
Dione @ Inbinat o #, 100,

Enter the following information in the login screen:
e Username: ADMIN

e Password: ADMIN

Host Identification
Server: SMC003048F1436F ( 10.10.63.81 )
User: ADMIN | Adhiministi ator §

System Information | Server Health | Configuration TR ERET BT Maintenance | Miscellanecus | Language

System Information
®% This section contains general information about the systern,

Summary
Options
Firmwan e Revision : 1.34

Firmwan e Build Time : Mar 16 2010 16:34:37
Sy MAC Addvess 1: 0030 48:F 23020
2. Refresh Page System MAC Rddress 2 0030 48F2:30:21

B Systein Information

= Logout

javasoriptivoid]d)

Select Remote Control tab to access system console.
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Host Identification —

Server: SMC003048F1436F{ 10.10.63.81 )
User: ADMIN { Administrator )

System Information | Server Health | Configuration | Remote Control | Maintenance | Miscellaneous | Language

Remote Control

=~§ This section allows you to perform vaious remote operations on the server, such as
| launching the remaote console.

Options
Options
B Remote Control Launch Console | Launch the remote console via Java or ActiveX (Intemet Explorer only) viewers.
= Remate Conzole
= Launch SOL Launch SOL | Launch the S0L console
= Server Power Control
« Virual Media Power Control | See the server power state and perform power cantrol functions

This option allows you to share a image file with a maximum size of

Rlm iz | 1.44MB This image will be emulated 1o the host as USB device,

2, Refresh Page

= Logout

Select Launch Console to open system console.

Javva KM Viewer 165 r18 [100.100.100.2 55L] - Resolution 1024 X 768 - FPS 20 =

Virtsal Media  Record Macro Oyplians User List Capture  Power Contiol — Exit

The system user console screen will appear.
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4.3 VMware Management Network Configuration
This section describes configuration of the ESXi Management Network. /P Addresses and

Hostnames used in this section are for example only.

Connect to System console. Attach a keyboard and monitor or use system [IPMI KVM.

| - B 0 20 5 B

.....

4]

T B Whewer w148 018 1001001002 55| - Resobstion 10243 768 - FP5 10

Conf igured Koybosrd (U5 Default)

LEIn Mane : L root ]

«Emtery 0K <{Escy> Cancel

Press the “F2” key to customize system. Then enter Login Name and Password and hit the
“Enter” key to continue. The default Login information is as follows:

e Login Name: root

e Password: stonefly
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[T e R W89 (14 LR -108 10 £ 55 - Rasation 033 108 - FRE 30

Wiriual Media  Fecerd  Macrn  Opllens  User List  Caplwre  Power Corirel  Evil

Cond iqure Manmgenent Hetisrk | Metwork Adopters

P CCPUL Sot3 PCI-E 3.8 X8)
apt lana!

[P Cond igurat jon
1Py Cond Igurat lon
OIS Coné igurat ion

Curstom DHS Sod T ixes

Aip/Down’> Solect

Select Network Adapters and press the “Enter” key.

[T D 0 e L8 14 (LR 100LE 550 - Reschuation 10214 40 - FFS.28

Wirtusl Medis  Rocord  Matre Optins  Lsarlsd Caplure  Powod Control ExR

wnnic. z I Co ted C... 0
[T wnic? 2} Connected C...0
[ ¥ wenicd Chassiz slo... (... 22!76:0F) Discommected

4D} View Details (Space) Toggle Selected Enter? K CEsc} Camcel

Select the vmnic to use for the management network for ESXi and press the “Enter” key. Press
the “Esc” key when changes are complete.
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ConT igurs Konogoront Retuork

Lo b A Vo LS 116 {100, 106,200 3 550) - Besmbstion 1116% T - PRS00
WViriual Medla  Fecord  Macre  Oplions  User List  Caphwe  Powes Cosirol  Exit

TP Conf igirat ion

Select IPv4 Configuration, then hit the “Enter” key.

[ L I AN Wi L9 114 (1000000 2 5] - Aesolumarn 1024 248 - PR 21
Virtial Ml Aetoid  Madin  Oulides  Usid LSt Caplale  Powdr Control  Exil

1Pt Cond i gurat ion

i 1 Disable iF igurat fon For nctuark
) s dynan ackdress and net; igurat ion
o) Set static [P address and netusrk conf igurst lan:

1P Address.

Subinet Horsk
Befoult Gatewsy

Aip/Dosnd Select  (Spaced Mark Selected

0 20
255.8
. 153

1
1
1

<Enter> DK {E=c> Cancel

Select Set static IPV4 address and network configuration. Enter the IP Addresses as needed,
then hit the “Esc” key to return.
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|2 Jamcy 1R Wi 188 w18 [100 1002003 L] - Resoiution I024% 368 - FF5 20 | 1= k|
Wil Medla  Hecord  Macro  Options  UserList Cophers Boser Control Bt

Cand s Monageren! Betuork TP Connf igumat i on

Metuwork Adapters
WLAN (optlonal)
1P+ Conf igurat ion

DM Conf jgurad jon
Custon DHS SufT ixes

<Up/Daun? Select

Select IPv6 Configuration, then hit the “Enter” key.

1 e 0 el 89 18 {100 00,200, $50] - Rescdution 10280 Ta0 - PRS0 SR ]
Viluatbeia  Recond  Macn  Optisns  UmerLst Caplue  Pewsr Costrol  F

1Puf Cond | guarat ion

hle 1PuE drestort required)
dyen i TPub address ond nefeork conf igurat ion
L1 Use DHCPub
[ ¥ Set stotic IPvf address and netsork conf igurat ion

Static address #1 [
Static address 37 T
Static eddress §3 L
Default gatewmy T

lp/loun} Select  {Space? Mok Selected Enterd 0K 4Fscd Cancel

On the following screen, select Disable IPv6 (restart required), then press the “Esc” key.
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|/ Fovam UMA Wt e 50 £18 [ 1002002002 S5L] - Respution 1024 5 68 - FFS 19
VirmalMods  Record  Maoo  Options  serList  Caplure  Power Costrol B

Conl igure Managenent Netuark M5 Conf iguratian
Hetuork Adepters Hanual
VLAH Gopt fonal b
P inaru
TP Cand fgurat ion 16, 166, |

1Pwi Cond | gurat jon Alternate Er
199 109, 198 155

Custom DHS Suff ixes
Hastnane
W in-gseasthrio

UpyDoen Select

Select DNS Configuration, then press the “Enter” key.

|\ 4/ Ja N Wi L9 (L4 (200,200 1002 S5 - Rectiutioes L0242 768 - EPS 29
Virhesl Messia  Record  Bscro Opbons  UserList Capbere Poweer Contol Bl

00 Dbtain DHS server addresses and a hostnone asutonat ically
G0} llke the follouing ONS server addresses and hostnosee:

{100 100. 100 15 L |

y D5 Seruer

a1y :
Riternate OMS Server [ 166 108 166, 155 1
Hostreme [ uin-gsesadhmbo 1

WUpDown? Select  Speced Mok Sclected Entery OE (Exc) Concel

Enter information for DNS server and Hostname as needed then hit the “ESC” key to return.
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) Jrm VUM s L0 #14 (100 1001007 T [ < Reswhotian M243 TEE < FAS 30

= | = i
Virlual Media  Record  Macrn  Ogfons.  UserList  Caplure  Pewer Coniral Bt

Conf igure Managerent Hetuork

Custon DNS Sulf jxes

Mt pork dnfcorp . con
WLAN Goptionald

1P Conf igurat fomn
IPuE Conf igurat iom

Dﬂscwlﬁtlm

Wp/Doun? Sclect

Select Custom DNS Suffixes, then hit the ESC key to return.

| ) e bt Ve 163 14 110020010 0.7 S5 < Redmhution 10243 T6E - FPSI0

Vinual Media  Focornd  Macre  Optioes  User List  Capture  Powes Cosiral Es

Custon DNS Suff ines

Enber> DK JEscd Concel

Enter DNS Suffixes as needed, then hit the ESC key to return.
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4| D WA Vi L 63 /14 [100.200.100.2 S5L] - Resalution L0243 T61 - FPS 31

VituaMedia  Focord  Maon Opoons  Userlist  Caplure  Power Comirel  Exit

Sisten Costomizat ion

Conf igure Passward

Conf igire Lockdoen Mods
etk

Aestart Hanagerent Metuork

Metuork Restore Dptions

Conf igure Keyboard
Troubleshoot ing Dpt ions
Wiew System Logs

View Support Informat lon
Beset Systen Conf igurat ion

Select Restart Management Network to complete configuration of settings. Hit the “ESC” key

to log out.
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4.4 Steps to Configure SCVM Management Port

You will need to configure a computer located on the same subnet as the StoneFly DR365V-HA
appliance to allow it to remotely manage the StoneFly DR365V-HA. Open a web browser on the
remote system and in the address bar type in the IP address set in previous section
“http://DR365V_IP_ADDRESS” and press the Enter key. You will see a screen like the one
shown below:

VMware ESXi

Welcome

Getting Started

If you need to access this host remotely, use the following
program to install vSphere Client software. After running the
installer, start the client and log in to this host.

To streamline your IT operations with vSphere, use the following
program to install vCenter. vCenter will help you consolidate and
optimize workload distribution across ESX hosts, reduce new
system deployment time from weeks to seconds, monitor your
virtual computing environment around the clock, avoid service
disruptions due to planned hardware maintenance or unexpected
failure, centralize access control, and automate system
administration tasks.

Download VMware vCenter

For Administrators

wSphere Remote Command Line

The Remote Command Line allows you to

use command line tools to manage

vSphere from a client machine. These

tools can be used in shell scripts to

automate day-to-day operations.
Download the Virtual Appliance
Download the Windows Installer (exe)
Download the Linux Installer (tar.gz)

Web-Based Datastore Browser
Use your web browser to find and
download files (for example, virtual
machine and virtual disk files).
Browse datastores in this host's

inventon
If you need more help, please refer to our documentation library: v

) For Developers
vSphere Documentation

wSphere Web Services SDK

Learn about our latest SDKs, Toolkits, and
APIs for managing VMware ESX, ESXi, and
WMware vCenter. Get sample code,
reference documentation, participate in
our Forum Discussions, and view our |atest
Sessions and Webinars.

Learn more about the Web Services SDK
Browse objects managed by this host

Click on the Download vSphere Client link. This will guide you to download and install the
vSphere Client which will allow you to access your StoneFly DR365V-HA via its VMware ESXi
hypervisor.

After the VMware vSphere Client is installed, it will create an icon on your desktop. Double-
click on the “vSphere Client icon” to launch the Client. Use the same credentials to log in to the
system:

IP address / Name: <IP address you configured for the DR365V-HA>
Username: root

Password: stonefly
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You will see a screen like the one shown below:

P 1921 BRI 51,230 - wSghere Chest =lox

Fie Fdt vew ivewitory  Adewiiratn Pl el

B B ¢y rooe b ] trewtiry b1 trventos

Gt 05 Badpisk Ertarpriss L 5 (2282 CordUeI HOR TP
' e 4 Firumnedd et Moy
R 2 wCFd Active Guest Memor
sy 1o MO
Moy Ot 17593 MR Freruned St #1000 Gl
Waare Took Mok irstaled Mok -shared Sorage: 20,00 GB
B Addratsad: serd Strage 20,00 G
B i Dk eecborn Capadty Free | Last Updat
State [— i st FMTROA  PORSTOE AfRfO0T.
st 1k i
i .
Bactivt Taka: l _I
FacordiReplay Sestus: - Inactive Mehw.
Al sibons Cheabiad et
S irtual Machne M.
Comemands
B Power O
W
Answatation
Moheric Thonefly Friual Sorage Concenlrabor =|
it vy, ot e com ™ J
Hevent Tasks al
g Target Stab Dt rded by = Pobgasctid Rt Tid Seirt Tise Lo
i ] i |
B4 Tasks # vahasbor Mode: Bl chags o | noul

The screenshot above shows one SCVM is already installed. If you want to access the user
interface for that particular SCVM, click on that SCVM first and then click on the Console Tab.
You will see a screen like the one shown below:
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Steps to enable the StoneFly SCVM:

The SCVM management network interface is preconfigured with the default IP address of
192.168.0.254. This must be changed to a valid address for your LAN network. Login to the “SC
Service” console using the VMware “Virtual Console” for the SCVM by doing the following:

a. Press Enter to display the login prompt.
b. At the User ID prompt type console and hit Enter.

c. At the password prompt type conil00o and hit Enter. Note that the User ID and
password are case sensitive.

Using the SC Service menu, configure the management network by selecting option 2, for 2 —
Network.

The default settings are shown below. Adjust settings as needed then save the changes.
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: 192.168.8.254 Version: 8.8.2.14

Adjusted settings are shown below. Enter q at the command prompt to exit back to the service
menu. Enter q again to exit out of the user console service.

Note: the browser access to the SCVM Management GUI is blocked while the “SC Service”
menu is active. Also note that there can be a short delay before the SCVM GUI becomes
available.

At this point, it should be possible to log into the SCVM Management GUI by browsing to the
management IP address that you have configured. Next step is to configure the SAN data
network settings.
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4.5 Configuring the SCVM

Launch a browser then navigate to https://<configured IP address>.

—_———a
i h“b—" 8

-t
-

STONEFLY

Licensing
System Name System UUID
SC-192-168-100-33 56409DAC-COCO-BBAC

Licensed Feature Name License Key

SioneFusion Base OS5 SC-152-168-100-33 Subscr #1 - 360 days left

6-GQPSA-XITQS-XALOD-360-001

DR365V-HA Login Screen

In the User ID field type: admin

In the Password field type: M@n4g1ng

Click Submit. The Home Page screen will appear.

Click System.

Click Admin.
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Click Auto Save. The Auto Save screen will appear.

e @

STOMNEFLY Lifekaloiy

Puste Save b Remets FTD Sarves

Enabie Auto Save to Remots FTP Server

0om @

a

. 0
-

[ SR o] Nk
fREfiEmOEROEme £ ]

Backup For Upgrass snd Shesdouwn

DR365V-HA System Auto Save Screen

Select the method(s) of saving the database. A USB Flash drive must be inserted into the USB
port prior to Enabling. Checkmark Enable Auto Save to Local Device and select USB Flash
Disk from the dropdown menu. Click Submit. For Auto Save to Remote FTP Server create a
directory for each Storage Concentrator. Fill in the IP Address, User Name, Password and
directory. Select Passive or Non Passive and click Submit. Both methods can be used, but at
least one should be configured to ensure recovery if needed.

Navigate to Admin > General. The system admin screen will appear.

STONEFLY

System Information

now 2

Shuridown of Reboot this System

0

=
. &b
[
o
i Drormain Mame Service Chent
=]
=
£
-
a

DR365V-HA System Admin Screen
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Enter a system name for the DR365V-HA.

Enter the number of log records for the database in the Max number of logs field.

—J—, The default number of log records is 2000, which is sufficient for most
~ 7/ installations.

Click Submit.

Navigate to Network > Data Port. The Local iSCSI Data Port Settings screen will appear with
the current system (factory) settings. Most fields are blank.

STONEFLY

Lo<al iSCS1 Data Port Settings

4]

Addvanced: Network/Broadcast

0 e

LRk

“ ook “
| Towerw | ] bart 1 Acdvean | Bawrcrk AL Ackdrm Lk Car Spnnd Bupt Typs Max Spend sarh

Fing Address

EI'F__»

DR365V-HA Local iSCSI Data Port Settings Screen

Enter the IP Address for the Local iSCSI Data Port.

Enter the NetMask setting for the Local iSCSI Data Port.

Click Submit.

Click OK to continue when the confirmation dialog box appears. The DR365V-HA automatically
configures the Network and Broadcast settings based on the IP address and Netmask settings.
Click on the Advanced: Network/Broadcast link to view or modify the Network and Broadcast
settings. For more information, see “Chapter 2: Administrative Interface” in the Storage
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Concentrator User’s Guide.

Review the status of all SAN Network Interfaces to select which ports will be used. It is not
necessary to select all available ports. All ports selected must have cables attached to them to
maintain the proper cluster configuration and operation. The Id button is used to flash the link
light on a specific port. Select a port by clicking on the box in the Bond column. Changes are not
enforced until the next reboot. At first power up a default configuration is presented. Changing
the default settings requires a reboot of the Storage Concentrator. Navigate to the System >
Admin > General screen and click on Reboot. If no changes are desired continue to the next
step to configure the Management Port.

Click on Management Port. The Management Port Settings screen will appear.

L |
e B Help
==

STONEFLY BTG

Default Gateway

Management Port Settings

I o

o e

Dm0

Advanced: Network/Broadcast

¥ Data Pun
[ r—— Metwork Interfaces
il Routirg

Eoes
»
2 g
g i
g
B

DR365V-HA Management Port Settings Screen
Enter the Default Gateway setting.

Enter the IP Address for the Management port.

Enter the NetMask setting for the Management port. It is not necessary to select a Management
Port as on the Local iSCSI Port screen. There is only one port assigned for this purpose.

The DR365V-HA automatically configures the Network and Broadcast settings based on the
IP address and Netmask settings. Click on the Advanced: Network/Broadcast link to view
or modify the Network and Broadcast settings. For more information refer to “Chapter 2:
Administrative Interface” in the Storage Concentrator User’s Guide.

—

é Changing the IP address of the Management port will cause your browser to
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lose its connection to the DR365V-HA. To access the DR365V-HA, set your browser’s URL to
point to the new IP address.

Click Submit. The following popups will appear.

Depending on the speed of your browser connection, you may not see this
= screen. Your changes will still take effect, however you will need to
manually set your browser’s URL to point to the new IP address.

192.168.100.81 says:

Automatically calculated values:

Netweork = 192,168,100.0

Broadcast = 192.168.100.255

If other values are required, please use the advanced feature.

X
192.168.100.81 says:

The Management LAN and iSCSI SAN IP addresses are on the same
network.

This is not recommended. iSCSl AN traffic should nermally be kept off of
the LAN. The SAN should be a small, secure, and self contained network
with SAN specific high speed network interfaces.

Allowing i5C5] traffic to flow on the LAN may impact performance of and
destabilize both the LAN and SAN.

There are cases (e.g. no true LAN network exists) where this configuration
can make sense,

MNote that SC Failover Clusters are currently not supported in this network
configuration,

Do you wish to continue?

192.168.100.81 says:

This changes access to the system.
Are you sure you want to continue?

If so, please give the system a few moments to complete the
update before trying to re-access the system.

The new address to access the system is at https://192.168.100.81

System Management LAN Port Change screen

Click on OK on each popup screen to continue.
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Click on the new IP address to confirm the change to the Management Port setting.

Setting up Routing

To access a host on other networks, routing information to those networks must be
configured in the System Management Network Routing screen. A route must be added if
the host has a network setting that is different from the one listed in the iSCSI Host LAN
Port Settings screen.

For example, if the DR365V-HA network setting is 26.34.128.50 and the host network
setting is 106.39.212.6, a route to the host must be configured.

To configure the routing information, use the steps that follow:

1. Navigate to System > Network > Routing. The Routing screen will appear.

e
-

STONEFLY HETWORK
Current Route Settings
& o Raute Mitweek Mt Mask Gatuway Duice Al [ Debeti
-
=
- 3®
e
2 .
T
| dwooeg
T
|
=

DR365V-HA System Management Network Routing screen

In the Add New Route ficlds, enter the Network, Netmask, and Gateway settings for the new
route.

Click the Add check box.

Click Submit.

Navigate to Admin > General. The System Admin screen will appear. The DR365V must be
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rebooted for the new routing settings to be recognized.

Click Reboot.
Confirming Setup

To confirm that the DR365V-HA is configured properly, do the following:

Launch your web browser. In the URL address field, type the IP address you set up for the
Management LAN port during the configuration process. Be sure to include https:// in the
address.

é’ The browser will display an alert regarding the security certificate for the site. This
occurs because the IP address for the DR365V-HA was changed from the factory
default to one appropriate for your network.

Follow the screen prompts to accept the certificate. The number of screens will vary depending
on which browser you are using. When the security certificate is accepted, the DR365V-HA
administrative interface login screen will appear.

Click on System and then Network to confirm the network settings.

Click on Data Port and confirm the settings.

Click on Management Port and confirm the settings.

Click on Routing and confirm the settings.

é’ Now that you have completed all of the steps on the Primary Storage

Concentrator, return to Section 4.2 on page 36 and repeat all of the same steps
on the Secondary Storage Concentrator.
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4.6 Configuring the Veeam Management VM

The Windows VM that will be used for Veeam Management cannot exist until the

initial cluster is configured and a datastore provided. Your StoneFly engineer will
walk you through the process.

—
—_—

Once you’ve configured the IPMI, SCVM, VMware, and cluster, you can create the Windows
server VM that will run the Veeam Backup & Replication management software on the
DR365V-HA appliance. Your StoneFly engineer will walk you through the process during

initial setup. Once the Windows VM is created, you must perform the following three step
process:

e Setting a static I[P address on the Veeam Management VM.
e Enabling RDP (Remote Desktop Protocol) on the Veeam Management VM.
e Accessing the Veeam Management VM using RDP.

4.6.1 Assigning a Static IP Address to the Veeam Management VM

Log into the Veeam Management Virtual Machine (VM) using VMware remote console
and click on the Start button. Open the Control Panel from the taskbar.

o
N

; Administrator Windows Server

PR
Windows Windows
Server Manager  PowerShell PowerShell ISE

- 9 e

Windows
Administrativ... Task Manager Lontrol Panel

0 e

Microseft Edge

a 7

File Explorer Calculator

@:3 Settings
d) Power

= apps
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In the Control Panel, click on View Network Status and tasks under the Network and
Internet applet.

Adjust your computer’s settings View by:  Category =
System and Security . User Accounts
Dbyt £ = S& & Change account type
Bac Windaws T fliz Appearance and Personalization
@ View event logs Change the them
- h Adyust screen resolution
‘ MNetwork and Internet
Vs Pk shabiat i ik - Clock, Language, and Region
/ Harthware
ﬁ £ and printers
Add a d Change date, time, or number formats
sy

Frograms e ACCEsSS
Prog Ease of Access

Find and click on Change Adapter Settings in the menu on the left.

View your basic network information and set up connections
Control Panel Home

View your active networks

Change adapter settings
Change advanced sharing Network Access type: Internet
settings Public network Connections: [l Ethernet

Change your networking settings
{‘i. Set up a new connection or network

= st up a breadband, dial-up, or VPN connection; or set up a router or access point.

Troubleshoot problems

Diagnose and repair network problems, or get troubleshooting information.

In the window that appears, right-click on your network connection and click on Properties.

L—'. Ethernet
e Metwork

ST Microsoft Hyper-V ) Disable

Status

Diagnose

®) Bridge Connections

Create Shortcut

0 Delete

) Rename

G Properties =
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This should open the Ethernet Properties window.

Remove the checkmark for Internet Protocol Version 6 (TCP/IPv6) to disable it.

% Ethemet Properties 2%
Networking
Connect using
@ Intel(R) PRO/1000 MT Network Connection

This connection uses the following tems

v B Client for Microsoft Networks -
] T Fie and Prrter Shanng for Microsoft Networks
& 9005 Packet Scheduler
(SN Intemet Protocol Viersion 4 (TCP/1Pvd)
[] 5 Microsoft Metwork Adspter Multiplesor Protocol
¥ 4 Microsoft LLDP Protocal Driver
L

Pt ], intemet Protocol Version 6 (TCP/IPvE) v
€ »
Instal .. Llrarstall Properss
Description

Transmission Cortrol Protocol/intemet Protocol. The default
wide area network protocol that provides communication
across dverse interconnecied networks

OK Cancel

Select Internet Protocol Version 4 (TCP/IPv4) by left-clicking it once and then click on
Properties.
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,‘1 Ethernet Properties X

Networking

Connect using:

? Microsoft Hyper-\ Metworkc Adapter
This connection uses the following items:
& Client for Microsoft Networks ~
‘? File and Printer Sharing for Microsoft Networks
005 Packet Scheduler
Intemet Protocol Version 4 (TCP/1Pwd)
-4 Link-Layer Topology Discovery Mapper 170 Driver
“TL] . Microsoft Network Adapter Multiplexor Protocol
. Microseft LLDP Protocol Driver v
£ >
Install... Uninstall Properies
Description

Transmission Cortrol Protocol/Intemet P,
wide area network protocal that provi

ol. The default
communication

across diverse interconnected networks.

Select Use the following IP address and assign a custom IP address to this server, the

oK Cancel

Network Mask, Default Gateway, and the DNS IP address.

Internet Protoc

General

this capability

[Jvalidate

Preferred DMS server:

Alternate DMS server: | 8 .8 . 4

ol Version 4 (TCP/IPv4) Properties

You can get IP settings assigned automatically if vour network supports
. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

() Obtain an IP address automatically
(®) Usze the following IP address:

IP address: 192.168. 1 . 2 |

Subnet mask: [ 255.255.255. 0 |

Default gateway: [192.168. 1 . 1 |
Ohtain DNS server address automatically

(®) Usze the following DNS server addresses:

ESS

settings upon exit Arhrarerd

Cancel
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4.6.2 Enabling RDP on the Veeam Management VM

Open the Server Manager on the Windows VM. By default, the Server Manager should
open when you log in to the GUI. You can also select it from the taskbar.

In the Server Manager window, click Local Server in the left pane. This may take several
minutes to open the desired window.

Once the window opens, you should see that the Remote Desktop (RDP) is disabled.

& Server Manager

= (\s:}' | r Manage Tools View Help

B8 PROPERTIES
iE Dashboard . For WIN-LV2BNP3LOVO
- Computer name WIN-LV2ZENP3LOVO Last installed updates
B All Servers Workgroup WORKGROUP Windows Update
¥E File and Storage Services b Last checked for updates
Windows Firewall Public: On Windows Defender
Remote management Enabled Windows Error Reporting
IRsr‘r‘ote Desktop D'sabledl Customer Experience Improvement Pro
NIC Teaming Disabled IE Enhanced Security Configuration
Ethernet( IPv4 address assigned by DHCP, IPv6 enabled Time zone
Product ID
Operating system version Microsoft Windows Server 2016 Technical Preview 4 Processors
Hardware information Viware, Inc. VMware Virtual Platform Installed memory (RAM)
i

Click on Disabled, this should open the System Properties window. Left-click on the
Remote tab and check the Allow remote connections to this computer option.
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Also uncheck the Allow connections only from computers running Remote Desktop
with Network Level Authentication (recommended).

System Properties *

Computer Name Hardware Advanced  System Protection Remote
Remote Assistance

Allow Bemote Assistance connections to this computer

Advanced...

Remote Desktop
Choose an option, and then specify who can connect.

(O Don't allow remote connections to this computer

[ Mllow connections anly from computers running Remote
Desktop with Network Level Authentication {recommended)

Help me choose Select Users...

Cancel Boply

When you select the Allow remote connections to this computer option, a warning
message should appear, as shown in the image below. Select OK to proceed.

Remote Desktop Connection x

Remote Desktop Firewall exception will be enabled

l 5 You chose to enable Remote Desldop Connection for
all network connections on this computer.

To enable it for selected network connections, open

Windows Firewall with Advanced Securihg

You can now create specific user groups with permissions to connect to the server via
Remote Desktop. To do so, click on Select Users and type in the relevant credentials of the
users.

After you’ve enabled Remote Desktop, the Server Manager might still display Disabled.
Refresh the window and wait a few minutes, it should change to Enabled.
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4.6.3 Accessing Windows Server hosting Veeam

On any Windows machine, search Remote Desktop Connection in the taskbar and click on

Remote Desktop Connection. This should open a window like this:

% Remote Desktop Connection | = | 2 [HEEH

| Remote Deg.ktop
¢ Connection

Computer: |E(ample: computer fabrilkcam.com W

lUsername:  Mone specified

The computer name field is blank. Enter a full remaote computer
Name.

= Show Options Connect || Help

In the Computer text field, type in the IP address you specified in Section 2.8.1 for the IP

address of Veeam Management VM and click Connect.

The system should prompt you for a username and password. Type in the credentials you

created in the last section and click OK to start the RDP session.

Windows Security et

Enter your credentials
These credentials will be used to connect to 192,168.1.146.

| User name |

Domain:

[] Rerember my credentials
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Once the RDP connection is established, you should be able to access the Veeam
management software by double-clicking the Veeam Backup & Replication icon.

Backup & Replication” 9.5

Additional Configuration and System Management

For additional information regarding the configuration and use of the StoneFly Storage
Concentrator Virtual Machine, please consult the StoneFly Storage Concentrator User Guide
from the included documents CD.

For additional information regarding the configuration and use of the Veeam Backup &
Replication software, please consult the Backup, Replication and Data Recovery User Guide
from the included documents CD or follow the link below:

https://helpcenter.veeam.com/docs/backup/vsphere/overview.html?ver=95u4

For additional information regarding the configuration and use of the VMware vSphere
Hypervisor, please consult the VMware website.

Technical Support

For further support, please call technical support at 1-510-265-1616 option 3. Or send email to
technical support at Support@StoneFly.com.
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